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We now present two designs for payment systems that use dis-
tributed ledgers. One such was implemented by the Bank of 
Canada for commercial banks for use in the interbank mar-
ket, Project Jasper. This design is largely about the potential 
to improve on existing systems or at least validate that DLT 
payments can do as well as traditional systems. Initially with 
Ethereum, and then subsequently with Corda, the project was 
ultimately successful, including time lockups in a multilateral 
queuing system.

A second system is under development in Southeast Asia for 
money transfer operators who engage in the Lightnet inter-
national fiat money exchange, with Lightnet transferring fiat 
tokens across boundaries. This design is about creating and 
implementing something new and can include ultimately con-
strained-optimal designs for trade, credit, and insurance in 
coordination with a digital reserve system.

9.1 Interbank Payments: Project Jasper

To summarize from the Payments Canada (2017) white paper, 
Project Jasper is an experiment in private permissioned distrib-
uted ledgers that allows for the exchange of central-bank-issued 
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128  Chapter 9

digital assets. The goal is to transform the payment structure in 
Canada. If an improved ecosystem could be built, there could 
be significant benefits for the whole financial sector and the 
economy overall. It is important to keep pace with the shift 
to digital commerce and remove impediments and to try to 
get as close as possible to a frictionless end-to-end customer 
experience. In experimental simulations, Project Jasper could 
indeed handle the high volume of Canada’s large-value inter-
bank transfer system.

Project Jasper first explored Ethereum and then moved to 
R3’s Corda platform to allow for improvements in settlement 
finality, scalability, and privacy. As noted in the white paper, 
DLT allows improved back-office payment processing and rec-
onciliation with and across participating financial institutions, 
reducing the likelihood of costly errors and improved auto-
mation through the use of smart contracts.1 Another goal of 
Project Jasper was cybersecurity, creating backup ledgers to 
eliminate single points of failure.

As noted in the Payments Canada white paper as well, it is 
possible to limit information on a database when privacy and 
confidentiality concerns among parties are paramount. For 
example, in Project Jasper, parties see only their own activity. 
The role of the Corda notary node is played by the Bank of 
Canada, though Corda can eliminate the need for such a single 
trusted database operator.

Netting promotes funding efficiency and smoother intra-
day-payments flow. Phase 2 of Project Jasper appears to be one 
of the first instances of a central queue within a DLT plat-
form for payments. For example, a participant’s account gives 
permission for a bounded, specified amount of value to be 
placed into a queuing option. This can be changed, but not 
when the queuing algorithm is running; during that time 
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the  participant is blocked as codes search over best transfers.2 
Phase 3 extended the phase 2 proof of concept to the settlement 
of exchange traded equities.

The central bank maintains a commitment to settle accounts 
but has risk exposure in doing so, and so collateral is posted 
by participants. Technically, in Jasper there are two versions 
that differ in the collateral and loss allocation procedures: The 
defaulter pays, and the survivors pay through pooled risk.3

Project Jasper is illustrative of sophisticated multiparty 
smart contracts used in the design of a payment system, show-
ing what is feasible to do with distributed ledger technology. 
Other potential examples of DLT-based payment systems 
come from the Monetary Authority of Singapore. Neverthe-
less, there is some skepticism among central bankers concern-
ing DLT interbank systems for large-value payments. Are they 
really needed? The Project Jasper application succeeded in 
re-creating the functionality of an existing traditional payment 
infrastructure—that is, on one hand, it did as well, but on the 
other hand it did not dominate.

Still one does wonder if the reconciliation, data security, 
and contract commitment advantages of DLT are being under-
emphasized in the attempt to replicate existing systems.

The Project Jasper white paper does note, in addition, that 
DLT is particularly relevant, likely needed for cross-border pay-
ments. Current infrastructure still relies on financial institutions 
maintaining their own databases, and so counterparty risk is 
high. Subsequent collaboration among the Bank of England, 
the Bank of Canada, and the Monetary Authority of Singapore 
has explored in detail the limits of current interbank transfer 
systems and the possible use of distributed ledger technology 
(see Kimberley 2019; also Monetary Authority of Singapore 
2018).
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9.2 Optimized Design of Cross-border Payments:  
Lightnet and Velo

Consider the case of Cambodian or Myanmar migrants in 
Thailand, migrants who both need to fund their trip (now reg-
ulated) and to send money back home to family. Remittances 
in Southeast Asia amounted to $63.9 billion in 2016, while 
over the six years leading up to 2016, transfer fees grew by 
3% to 7.1% (Leong 2017). The high transfer fees are partly 
a result of legacy technology in the formal sector and limited 
access to formal currency exchange markets. Traditionally, a 
money transfer operator (MTO) conducts cross-border trans-
actions using a single server to record transactions among its 
international subsidiaries, going through traditional finan-
cial institutions or entering into a bilateral agreement with an 
MTO in another country. This limits the number of partners 
a given MTO can have and results in high transaction costs.

Lightnet proposes to create for MTOs in Southeast Asia a 
highly liquid decentralized settlement layer on a permissioned 
blockchain. It is a hybrid in the sense that it uses, and effec-
tively transfers, fiat money. It does this with its own fiat tokens 
that have been minted by posting collateral tokens (Velo) to 
the Velo protocol. MTOs can be viewed as agents with varying 
underlying balance sheets hit by the needs of their customers 
for trade.

To trace out a sample transaction, a client, to be called Alan, 
asks an MTO in Thailand to transfer money to Alice in Cam-
bodia. Alan is essentially lending money as a deposit to the 
Thai MTO, which will be extinguished when Alice in Cambo-
dia receives her money. We come to the determination of the 
exchange rate (as discussed below). At some point in the time 
line, Alice receives a text message that her money from Alan 
is in. Alice then goes to a payment gateway—for example, a 
7-Eleven or a registered point-of-sale (POS) store—and shows 
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a QR code from the text message. The 7-Eleven staff scans it 
and gives Alice the money. At this point, the Cambodian MTO 
is lending money to the Thai MTO. Conceptually this is to be 
repaid, ideally, by a transaction in the reverse direction. More 
generally, though, netted transactions among a larger commu-
nity of MTO operators happen in a multilateral clearing oper-
ation. We come back to this later.

When the Thai MTO first enters Lightnet, it enters into a 
smart contract and converts Thai fiat money into Thai baht 
collateral. In return for its deposit, the MTO gets an intra-
day Thai fiat credit balance in Thai fiat tokens. This serves as 
an upper bound for outgoing remittance transactions on any 
given day. During the day, the Thai MTO then initiates the 
transaction for Alan by submitting the order to Lightnet, giv-
ing up some of its Thai baht credit line. In turn, Lightnet posts 
collateral for it Thai fiat accounts, secured as backed by Velo 
tokens. These tokens are acquired as a loan from Velo labs or 
a grant (or purchased on an exchange, which we will come 
back to).

Lightnet maintains an off-chain order book, linked to Stel-
lar. When initiating the transaction, Alan’s Thai MTO queries 
the Lightnet order book and finds the best offer exchange rate, 
asking Alan whether he wants to continue (Alan could with-
draw at that point). The order book matches MTO orders on 
behalf of customers to funding from liquidity providers (not 
simply banks but others, arguably with lower cost of funds). 
In the case of the Alan-Alice example transaction, the liquidity 
provider is giving up Cambodian riel. Such transactions are 
grouped and offset before sending batched orders to Stellar at 
regular intervals. Order-book matching maintains an accurate 
source of transactional reference between any two transacting 
MTOs, providing reconciliation. This reduces the probability 
of disputes and delays, a feature of DLT commented on earlier 
in chapter  3. The Lightnet settlement network and the Velo 
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protocol are built on Stellar, which provides interoperability. 
Velo hopes to achieve a transaction throughput of 1,000+ per 
second, with each transaction taking three to five seconds at a 
very low cost, a tiny fraction of a penny.

At the end of the day, as anticipated, the many transac-
tions that occur among all MTOs will be netted using a dig-
ital reserve system’s distributed ledger algorithm. Each MTO 
will be notified about how much it needs in order to settle its 
credit line. If the MTO successfully settles its end-of-day bal-
ance, its fiat credit balances will be replenished, also resulting 
in an increase in the MTO’s credit rating. Alternatively, if any 
MTO fails to settle the balance, the MTO’s fiat collateral will 
be liquidated, which had been locked as collateral, executing 
the conditionality of the contract and cutting the MTO’s credit 
rating.4 Under this system, counterparties can conduct trans-
actions with multiple pairings in different countries without 
having to trust each other.

Some MTOs are already engaged in contractual bilateral 
relationships, with fiat credit and e-credit lines. In principle, 
depending on these relationships, they handle credit and insur-
ance with each other. This was noted in chapter 4 on M-Pesa 
and in Indonesia. Going one step further, the implementation of 
constrained-optimal contracts among MTOs is possible. This 
could be implemented on DLT as envisioned in the examples 
on information-constrained credit and insurance in chapter 7.
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